The VMware Security Advisory-2021-0028 (VMSA) is the single source of
truth for customers of all impacted VMware products. Visit regularly as new
workarounds and fixes will be added over time.

The VMSA Blog Post provides deeper explanation of the impact and actions
to take.

The VMSA FAQ helps customers with more specific remediation issues.
Customers can also visit the Communities Forum to get insights from peers.
Our Investigating CVE-2021-442288 Blog provides expert analysis from our
Threat Analysis Unit (TAU) and describes how our Networking and Security
products can help customers.



https://protect-eu.mimecast.com/s/2P7qCADOVh9z0mWfG3ldF?domain=communications.vmware.com
https://protect-eu.mimecast.com/s/4JL3CBBEWTVOqZ4c64V16?domain=communications.vmware.com
https://protect-eu.mimecast.com/s/sXJDCDkEgsBkp6VHAsmgA?domain=communications.vmware.com
https://protect-eu.mimecast.com/s/LW1KCERQjsWNyADUPUa5b?domain=communications.vmware.com
https://protect-eu.mimecast.com/s/qAu4CG6KlFJQnyMTkF2SN?domain=communications.vmware.com
https://protect-eu.mimecast.com/s/4iNnCJ6XoF8DO4YSOLB51?domain=communications.vmware.com

