
 

• The VMware Security Advisory-2021-0028 (VMSA) is the single source of 

truth for customers of all impacted VMware products. Visit regularly as new 

workarounds and fixes will be added over time. 

• The VMSA Blog Post provides deeper explanation of the impact and actions 

to take. 

• The VMSA FAQ helps customers with more specific remediation issues.   

• Customers can also visit the Communities Forum to get insights from peers. 

• Our Investigating CVE-2021-442288 Blog provides expert analysis from our 

Threat Analysis Unit (TAU) and describes how our Networking and Security 

products can help customers. 
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