
SailPoint 
 
SailPoint has addressed the Log4J Remote Code Execution and Denial of Service 
vulnerabilities (CVE-2021-44228, CVE-2021-45046) by upgrading to Log4J 2.16.0.  
 
IdentityIQ and File Access Manager customers can refer to latest IdentityIQ and File 
Access Manager blog posts for instructions on how to deploy the latest releases.  
 
IdentityNow and IdentityAI customers have also upgraded to Log4J 2.16.0 and Cloud 
Connector Gateway (CCG) version 658 has been automatically deployed. For 
customers who have not received the automatic update, SailPoint customer service 
is reaching out in order to upgrade those instances. The CCG version is visible to 
customer admins in the IdentityNow user interface.  
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